
DOC52PAPT0501001           Contract Clauses  Page 1 of 12 

CONTRACT CLAUSES 
 
 
52.212-05 CONTRACT TERMS AND CONDITIONS REQUIRED TO 
IMPLEMENT STATUTES OR EXECUTIVE ORDERS--COMMERCIAL ITEMS 
(MAY 1999) 
 
(a) The Contractor agrees to comply with the following FAR clauses, which are 
incorporated in this contract by reference, to implement provisions of law or 
executive orders applicable to acquisitions of commercial items:  

(1) 52.233-3, Protest After Award (Aug 1996) (31 U.S.C. 3553). 
  
(2) 52.233-4, Applicable Law for Breach of Contract Claim (Oct 

2004) (Pub. L. 108-77, 108-78)  
 
(b) The Contractor shall comply with the FAR clauses in this paragraph (b) 
that the Contracting Officer has indicated as being incorporated in this 
contract by reference to implement provisions of law or Executive orders 
applicable to acquisitions of commercial items:  

[Contracting Officer check as appropriate.]  

_X_ (1) 52.203-6, Restrictions on Subcontractor Sales to the Government 
(Jul 1995), with Alternate I (Oct 1995) (41 U.S.C. 253g and 10 U.S.C. 
2402).  
 
__ (2) 52.219-3, Notice of Total HUBZone Set-Aside (Jan 1999) (15 
U.S.C. 657a).  
 
__ (3) 52.219-4, Notice of Price Evaluation Preference for HUBZone Small 
Business Concerns (Jan 1999) (if the offeror elects to waive the 
preference, it shall so indicate in its offer) (15 U.S.C. 657a).  
 
__ (4)(i)  52.219-5, Very Small Business Set-Aside (June 2003) (Pub. L. 
103-403, section 304, Small Business Reauthorization and Amendments 
Act of 1994).  
 
__ (ii) Alternate I (Mar 1999) of 52.219-5.  
 
__ (iii) Alternate II (June 2003) of 52.219-5.  
 
_X_ (5)(i)  52.219-6, Notice of Total Small Business Set-Aside (June 
2003) (15 U.S.C. 644). http://www.sba.gov/size/sizetable2002.html 
 
__ (ii) Alternate I (Oct 1995) of 52.219-6.  
 
__ (iii) Alternate II (Mar 2004) of 52.219-6.  
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__ (6)(i)  52.219-7, Notice of Partial Small Business Set-Aside (June 2003) 
(15 U.S.C. 644).  
 
__ (ii) Alternate I (Oct 1995) of 52.219-7.  
 
__ (iii) Alternate II (Mar 2004) of 52.219-7.  
 
_X_ (7) 52.219-8, Utilization of Small Business Concerns (May 2004) (15 
U.S.C. 637(d)(2) and (3)).  
 
__ (8)(i)  52.219-9, Small Business Subcontracting Plan (Jan 2002) (15 
U.S.C. 637(d)(4).  
 
__ (ii) Alternate I (Oct 2001) of 52.219-9.  
 
__ (iii) Alternate II (Oct 2001) of 52.219-9.  
 
__X (9) 52.219-14, Limitations on Subcontracting (Dec 1996) (15 U.S.C. 
637(a)(14)).  
 
__ (10)(i)  52.219-23, Notice of Price Evaluation Adjustment for Small 
Disadvantaged Business Concerns (June 2003) (Pub. L. 103-355, section 
7102, and 10 U.S.C. 2323) (if the offeror elects to waive the adjustment, it 
shall so indicate in its offer).  
 
__ (ii) Alternate I (June 2003) of 52.219-23.  
 
__ (11) 52.219-25, Small Disadvantaged Business Participation Program-
Disadvantaged Status and Reporting (Oct 1999) (Pub. L. 103-355, section 
7102, and 10 U.S.C. 2323).  
 
__ (12) 52.219-26, Small Disadvantaged Business Participation Program-
Incentive Subcontracting (Oct 2000) (Pub. L. 103-355, section 7102, and 
10 U.S.C. 2323).  
 
__ (13) 52.219-27, Notice of Total Service-Disabled Veteran-Owned Small 
Business Set-Aside (May 2004).  
 
__ (14) 52.222-3, Convict Labor (June 2003) (E.O. 11755).  
 
__ (15) 52.222-19, Child Labor-Cooperation with Authorities and 
Remedies (June 2004) (E.O. 13126).  
 
_X_ (16) 52.222-21, Prohibition of Segregated Facilities (Feb 1999).  
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_X_ (17) 52.222-26, Equal Opportunity (Apr 2002) (E.O. 11246).  
 
_X_ (18) 52.222-35, Equal Opportunity for Special Disabled Veterans,  
Veterans of the Vietnam Era, and Other Eligible Veterans (Dec 2001) (38 
U.S.C. 4212).  
 
_X_ (19) 52.222-36, Affirmative Action for Workers with Disabilities (Jun 
1998) (29 U.S.C. 793).  
 
_X_ (20) 52.222-37, Employment Reports on Special Disabled Veterans, 
Veterans of the Vietnam Era, and Other Eligible Veterans (Dec 2001) (38 
U.S.C. 4212).  
 
__ (21)(i)  52.223-9, Estimate of Percentage of Recovered Material 
Content for EPA-Designated Products (Aug 2000) (42 U.S.C. 
6962(c)(3)(A)(ii)).  
 
__ (ii) Alternate I (Aug 2000) of 52.223-9 (42 U.S.C. 6962(i)(2)(C)).  
__ (22) 52.225-1, Buy American Act-Supplies (June 2003) (41 U.S.C. 10a-
10d).  
 
__ (23)(i)  52.225-3, Buy American Act-Free Trade Agreements-Israeli 
Trade Act (Oct 2004) (41 U.S.C. 10a-10d, 19 U.S.C. 3301 note, 19 U.S.C. 
2112 note, Pub. L. 108-77, 108-78).  
 
__ (ii) Alternate I (Jan 2004) of 52.225-3.  
 
__ (iii) Alternate II (Jan 2004) of 52.225-3.  
 
__ (24) 52.225-5, Trade Agreements (Oct 2004) (19 U.S.C. 2501, et seq., 
19 U.S.C. 3301 note).  
 
__ (25) 52.225-13, Restrictions on Certain Foreign Purchases (Dec 2003) 
(E.o.s, proclamations, and statutes administered by the Office of Foreign 
Assets Control of the Department of the Treasury).  
 
__ (26) 52.225-15, Sanctioned European Union Country End Products 
(Feb 2000) (E.O. 12849).  
 
__ (27) 52.225-16, Sanctioned European Union Country Services (Feb 
2000) (E.O. 12849).  
 
__ (28) 52.232-29, Terms for Financing of Purchases of Commercial Items 
(Feb 2002) (41 U.S.C. 255(f), 10 U.S.C. 2307(f)).  
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__ (29) 52.232-30, Installment Payments for Commercial Items (Oct 1995) 
(41 U.S.C. 255(f), 10 U.S.C. 2307(f)).  
 
__ (30) 52.232-33, Payment by Electronic Funds Transfer-Central 
Contractor Registration (Oct 2003) (31 U.S.C. 3332).  
 
_X_ (31) 52.232-34, Payment by Electronic Funds Transfer-Other than 
Central Contractor Registration (May 1999) (31 U.S.C. 3332).  
 
__ (32) 52.232-36, Payment by Third Party (May 1999) (31 U.S.C. 3332).  
 
__ (33) 52.239-1, Privacy or Security Safeguards (Aug 1996) (5 U.S.C. 
552a).  
 
__ (34)(i)   52.247-64, Preference for Privately Owned U.S.-Flag 
Commercial Vessels (Apr 2003) (46 U.S.C. Appx 1241 and 10 U.S.C. 
2631).  
 
__ (ii) Alternate I (Apr 2003) of 52.247-64.  
 
(c) The Contractor shall comply with the FAR clauses in this paragraph 
(c), applicable to commercial services, that the Contracting Officer has 
indicated as being incorporated in this contract by reference to implement 
provisions of law or Executive orders applicable to acquisitions of 
commercial items:  

[Contracting Officer check as appropriate.] 

_X_ (1) 52.222-41, Service Contract Act of 1965, as Amended (May 1989) 
(41 U.S.C. 351, et seq.). WAGE DETERMINATION NO: 94-2103 REV 
(32)    AREA: DC,DISTRICT-WIDE 

__ (2) 52.222-42, Statement of Equivalent Rates for Federal Hires (May 
1989) (29 U.S.C. 206 and 41 U.S.C. 351, et seq.).  

 
__ (3) 52.222-43, Fair Labor Standards Act and Service Contract Act-
Price Adjustment (Multiple Year and Option Contracts) (May 1989) (29 
U.S.C. 206 and 41 U.S.C. 351, et seq.).  
 
__ (4) 52.222-44, Fair Labor Standards Act and Service Contract Act-
Price Adjustment (Feb 2002) (29 U.S.C. 206 and 41 U.S.C. 351, et seq.).  
 
__ (5) 52.222-47, SCA Minimum Wages and Fringe Benefits Applicable to 
Successor Contract Pursuant to Predecessor Contractor Collective 
Bargaining Agreements (CBA) (May 1989) (41 U.S.C. 351, et seq.).  
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(d) Comptroller General Examination of Record. The Contractor shall 
comply with the provisions of this paragraph (d) if this contract was 
awarded using other than sealed bid, is in excess of the simplified 
acquisition threshold, and does not contain the clause at 52.215-2, Audit 
and Records-Negotiation.  
 

(1) The Comptroller General of the United States, or an authorized 
representative of the Comptroller General, shall have access to and 
right to examine any of the Contractor's directly pertinent records 
involving transactions related to this contract.  

 
(2) The Contractor shall make available at its offices at all reasonable 

times the records, materials, and other evidence for examination, 
audit, or reproduction, until 3 years after final payment under this 
contract or for any shorter period specified in FAR Subpart 4.7, 
Contractor Records Retention, of the other clauses of this contract. 
If this contract is completely or partially terminated, the records 
relating to the work terminated shall be made available for 3 years 
after any resulting final termination settlement. Records relating to 
appeals under the disputes clause or to litigation or the settlement 
of claims arising under or relating to this contract shall be made 
available until such appeals, litigation, or claims are finally resolved.  

 
(3) As used in this clause, records include books, documents, 

accounting procedures and practices, and other data, regardless of 
type and regardless of form. This does not require the Contractor to 
create or maintain any record that the Contractor does not maintain 
in the ordinary course of business or pursuant to a provision of law.  

 
(e)(1) Notwithstanding the requirements of the clauses in paragraphs (a), 
(b), (c), and (d) of this clause, the Contractor is not required to flow down 
any FAR clause, other than those in paragraphs (i) through (vi) of this 
paragraph in a subcontract for commercial items. Unless otherwise 
indicated below, the extent of the flow down shall be as required by the 
clause-  

(i) 52.219-8, Utilization of Small Business Concerns (May 
2004) (15 U.S.C. 637(d)(2) and (3)), in all subcontracts 
that offer further subcontracting opportunities. If the 
subcontract (except subcontracts to small business 
concerns) exceeds $500,000 ($1,000,000 for 
construction of any public facility), the subcontractor must 
include 52.219-8 in lower tier subcontracts that offer 
subcontracting opportunities.  

 
(ii) 52.222-26, Equal Opportunity (Apr 2002) (E.O. 11246).  
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(iii) 52.222-35, Equal Opportunity for Special Disabled 

Veterans, Veterans of the Vietnam Era, and Other 
Eligible Veterans (Dec 2001) (38 U.S.C. 4212).  

 
(iv) 52.222-36, Affirmative Action for Workers with Disabilities 

(June 1998) (29 U.S.C. 793).  
 

(v) 52.222-41, Service Contract Act of 1965, as Amended 
(May 1989), flow down required for all subcontracts 
subject to the Service Contract Act of 1965 (41 U.S.C. 
351, et seq.).  

 
(vi) 52.247-64, Preference for Privately Owned U.S.-Flag 

Commercial Vessels (Apr 2003) (46 U.S.C. Appx 1241 
and 10 U.S.C. 2631). Flow down required in accordance 
with paragraph (d) of FAR clause 52.247-64.  

 
(3) While not required, the contractor may include in its 

subcontracts for commercial items a minimal number of 
additional clauses necessary to satisfy its contractual 
obligations.  
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ACCESS TO GOVERNMENT FACILITIES 
 
During the life of the contract, the rights of ingress and egress to and from 
the Government facility for Contractor personnel shall be made available 
as required per each individual task order.   During all operations on 
Government premises, Contractor personnel shall comply with the rules 
and regulations governing the conduct of personnel and the operation of 
the facility.    The Government reserves the right to require Contractor 
personnel to sign in upon ingress and sign out upon egress to and from 
the Government facility. 
 
DUPLICATION AND DISCLOSURE OF CONFIDENTIAL DATA 
 
Duplication or disclosure of confidential data provided by the USPTO or to 
which the Contractor will have access as a result of this contract is 
prohibited.  It is understood that throughout performance of the contract 
the Contractor may have access to confidential data which is the sole 
property of the USPTO, as well as access to proprietary data which is the 
sole property of other than the contracting parties.  The Contractor hereby 
agrees to maintain the confidentiality of all such data to which access may 
be obtained throughout contract performance whether title thereto vests in 
the USPTO or otherwise.  The Contractor hereby agrees not to disclose 
said data, any interpretations thereof or data derivative therefrom, to 
unauthorized parties in contravention of these provisions without prior 
written approval of the CO or the party in which title thereto is wholly 
vested.  This clause also applies to any subcontractors and/or consultants 
used by the Contractor. 
 
GOVERNMENT FURNISHED DATA (IF APPLICABLE) 
 
The Government shall deliver to the Contractor, as may be requested, 
Government-Furnished Data (GFD) during the performance of this 
contract.  GFD will be delivered to the Contractor as specified in each task 
order. 
 
Title to GFD shall remain in the Government, and the Contractor shall use 
the GFD only in connection with this contract. 
 
Upon completion or termination of this contract, the Contractor shall return 
to the Government all GFD. 
 
RIGHTS IN DATA (IF APPLICABLE) 
 
The Government shall have unlimited rights in software first produced in 
the performance of this contract.  For the purposes of this clause, 
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"software first produced in the performance of this contract" shall include, 
but not be limited to the following: non-COTS computer programs 
developed or previously developed and implemented by the Contractor in 
the performance of this contract, related computer data bases and 
documentation thereof, source code, object code, algorithms, library code, 
library routine, and technical data of all software first produced in the 
performance of this contract.  For the purposes of this clause, "unlimited 
rights" shall mean the right of the USPTO, at no extra cost to the USPTO 
or recipients, to use, disclose, reproduce unlimited copies, prepare 
derivative works, distribute unlimited copies to the public and foreign 
government patent offices, and perform publicly and display publicly, in 
any manner and for any purpose, and to have or permit others to do so. 
 
SECRECY AND USAGE OF PATENT INFORMATION 
 
Work under this contract does not affect the national security.  However, 
patent applications are required by law (35 U.S.C. 122) to be kept in 
confidence.  Information contained in any patent application file(s) is 
restricted to authorized Contractor personnel on a need-to-access basis. 
 
The Contractor acquires no right or privilege to use or disclose any 
information contained in any patent application file (in any form 
whatsoever) except to perform the work under the contract.  Further, the 
Contractor shall not copyright or make any use or disclosure whatsoever 
of any patent information contained in any application or related copy or 
data furnished the Contractor by the Government or obtained therefrom 
except performing the requirements of this contract. 
 
Security requirements of patent application file data maintained in a 
computer-accessible medium are an extension of the security 
requirements for the hard copy or the patent application folders.  All 
processing, storage or transmission of patent application file data by 
means of electronic communications systems is prohibited unless use of 
such systems is approved by the USPTO. 
 
All personnel having access to patent application files or data or 
information concerning the same, must take the following at or affirmation, 
signed in writing: 
 
 "I do swear or affirm that I will preserve the applications for patents 
in secrecy, that I will not divulge any information concerning the same to 
unauthorized persons while employed in work under this contract or at any 
time thereafter; and that I take this obligation freely, and without mental 
reservation or purpose of evasion." 
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Each employee's signed oath, or affirmation, shall be retained in the 
Contractor's file, subject to inspection by authorized Government 
representatives. 
 
Without advance notice, the Government shall have the right to inspect 
the Contractor's premises, records, and work in process pertaining to the 
secrecy of patent information. 
 
CAR 1352.239-73- SECURITY REQUIREMENTS FOR INFORMATION 
TECHNOLOGY RESOURCES 
 
(a) This clause is applicable to all contracts that include information technology 

resources or services in which the Contractor must have physical or electronic 
access to USPTO’s sensitive or classified information, which is contained in 
systems that directly support the mission of the Agency.  For purposes of this 
clause the term “Sensitive” is defined by the guidance set forth in: 

(1)  The DOC IT Security Program Policy and Minimum Implementation 
Standards (http://www.osec.doc.gov/cio/itmhweb/itmhweb1.html); 

(2)  The Office of Management and Budget (OMB) Circular A-130, 
Appendix III, Security of Federal Automated Information Resources, 
(http://csrc.nist.gov/secplcy/a130app3.txt) which states that there is a 
“presumption that all [general support systems] contain some sensitive 
information.”; and 

(3)  The Computer Security Act of 1987 (P.L. 100-235) 
(http://www.epic.org/crypto/csa/csa.html), including the following 
definition of the term sensitive information “… any information, the 
loss, misuse, or unauthorized access, to or modification of which could 
adversely affect the national interest or the, conduct of federal 
programs, or the privacy to which individuals are entitled under 
section 552 a of title 5, Unites States Code (The Privacy Act), but 
which has not been specifically authorized under criteria established 
by an Executive Order or an Act of Congress to be kept secret in the 
interest of national defense or foreign policy.”  

 
For purposes of this clause, the term “Classified” is defined by the guidance set forth 
in: 

(1)  The DOC IT Security Program Policy and Minimum Implementation 
Standards, Section 3.3.1.4 
(http://www.osec.doc.gov/cio/itmhweb/itmhweb1.html). 

(2)   The DOC Security Manual, Chapter 18 
(http://www.osec.doc.gov/osy/).   

(3)   Executive Order 12958, as amended, Classified National Security 
Information.  Classified or national security information is 
information that has been specifically authorized to be protected from 
unauthorized disclosure in the interest of national defense or foreign 
policy under an Executive Order or Act of Congress.   

http://www.osec.doc.gov/cio/itmhweb/itmhweb1.html
http://csrc.nist.gov/secplcy/a130app3.txt
http://www.epic.org/crypto/csa/csa.html
http://www.osec.doc.gov/cio/itmhweb/itmhweb1.html
http://www.osec.doc.gov/osy/
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Information technology resources include, but are not limited to, hardware, 
application software, system software, and information (data).  Information 
technology services include, but are not limited to, the management, operation 
(including input, processing, transmission, and output), maintenance, programming, 
and system administration of computer systems, networks, and telecommunications 
systems. The Contractor shall be responsible for implementing sufficient 
Information Technology security, to reasonably prevent the compromise of USPTO 
IT resources for all of the contractor’s systems that are interconnected with a 
USPTO network or USPTO systems that are operated by the Contractor.  

 
(b) All Contractor personnel performing under this contract and Contractor equipment 

used to process or store USPTO data, or to connect to USPTO networks, must 
comply with the requirements contained in the USPTO IT Security Handbook. 

 
(c) For all Contractor-owned systems for which performance of the contract requires 

interconnection with a USPTO network or that USPTO data be stored or processed 
on them, the Contractor Shall:   

 
(1) Provide, implement, and maintain an IT Security Plan.   This plan shall describe 

the processes and procedures that will be followed to ensure appropriate security 
of IT resources that are developed, processed, or used under this contract.  The 
plan shall describe those parts of the contract to which this clause applies.  The 
Contractor’s IT Security Plan shall comply with federal laws that include, but are 
not limited to, the Computer Security Act of 1987 (40 U.S.C. 1441 et seq.) and 
the Federal Information Security Management Act of 2002, Pub. L. No.107-347, 
116 Stat. 2899, 2946-2961 (2002); Pub. L. No. 107-296, 116 Stat. 2135, 2259-
2273 (2002). 38 WEEKLY COMP. PRES. DOC. 51, 2174 (Dec. 23, 2002) 
(providing statement by President George W. Bush regarding Federal Information 
Security Management Act of 2002). The plan shall meet IT security requirements 
in accordance with Federal and USPTO policies and procedures that include, but 
are not limited to: 
 

(a) OMB Circular A-130, Management of Federal Information Resources, Appendix 
III, Security of Federal Automated Information Resources 

         (http://csrc.nist.gov/secplcy/a130app3.txt);  
(b) National Institute of Standards and Technology Special Publication 800-18, Guide 

for Developing Security Plans for Information Technology Systems 
(http://csrc.nist.gov/publications/nistpubs/800-18/Planguide.PDF) ; and 

(c) DOC Procedures and Guidelines in the Information Technology Management 
Handbook (http://www.osec.doc.gov/cio/itmhweb/itmhweb1.html). . 

(d) National Industrial Security Program Operating Manual (NISPOM) for classified 
systems (http://www.dss.mil/isec/nispom.htm); and 

 
 (2)   Within 14 days after contract award, the contractor shall submit for USPTO 
approval a System Certification and Accreditation package, including the IT Security 

http://csrc.nist.gov/secplcy/a130app3.txt
http://csrc.nist.gov/publications/nistpubs/800-18/Planguide.PDF
http://www.osec.doc.gov/cio/itmhweb/itmhweb1.html
http://www.dss.mil/isec/nispom.htm
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Plan and a system certification test plan, as outlined in USPTO Certification and 
Accreditation Technical Standard and Guideline.  The Certification and Accreditation 
Package must be consistent with and provide further detail for the security approach 
contained in the offeror's proposal or sealed bid that resulted in the award of this contract 
and in compliance with the requirements stated in this clause.  The Certification and 
Accreditation Package, as approved by the Contracting Officer, in consultation with the 
USPTO IT Security Officer, shall be incorporated as part of the contract.  USPTO will 
use the incorporated IT Security Plan as the basis for certification and accreditation of the 
contractor system that will process USPTO data or connect to USPTO networks. Failure 
to submit and receive approval of the Certification and Accreditation Package, as 
outlined above may result in termination of the contract. 

 
(d) The Contractor shall incorporate this clause in all subcontracts that meet the 
conditions in paragraph (a) of this clause. 

 
CAR 1352.239-74 SECURITY PROCESSING REQUIREMENTS FOR 
CONTRACTORS/SUBCONTRACTOR PERSONNEL FOR ACCESSING 
USPTO AUTOMATED INFORMATION SYSTEMS 
 
(a) Contractor personnel requiring any access to AISs operated by the Contractor for USPTO 
or interconnected to a USPTO network to perform contract services shall be screened at an 
appropriate level in accordance with Commerce Acquisition Manual 1337.70, Security 
Processing Requirements for Service Contracts.  USPTO shall provide screening using 
standard personnel screening forms, which the Contractor shall submit to the USPTO 
Contracting Officer’s Technical Representative (COTR) based on the following guidance:   
 

1) Contract personnel performing work designated Contract High Risk and 
personnel performing work designated Contract Moderate Risk in the information 
technology (IT) occupations and those with “global access” to an automated 
information AIS require a favorable pre-employment check before the start of 
work on the contract, regardless of the expected duration of the contract.  After a 
favorable pre-employment check has been obtained, the Background Investigation 
(BI) for Contract High Risk and the Minimum Background Investigation (MBI) 
for Contract IT Moderate Risk positions must be initiated within three working 
days of the start of work. 

 
2) Contract personnel performing work designated Contract Moderate Risk who are 

not performing IT-related contract work do not require a favorable pre-
employment check prior to their employment; however, the Minimum 
Background Investigation (MBI) must be initiated within three working days of 
the subject’s start of work on the contract, regardless of the expected duration of 
the contract. 

 
3) Contract personnel performing work designated Contract Low Risk will require a 

National Agency Check and Inquiries (NACI) upon the subject’s start of work on 
the contract if the expected duration of the contract exceeds 365 calendar days.  
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The NACI must be initiated within three working days of the subject’s start of 
work on the contract. 

 
4) Contract personnel performing work designated Contract Low Risk will require a 

Special Agreement Check (SAC) upon the subject’s start of work on the contract 
if the expected duration of the contract (including options) exceeds 180 calendar 
days but is less than 365 calendar days. The SAC must be initiated within three 
working days of the subject’s start of work on the contract. 

 
5) Contract personnel performing work on contracts requiring access to classified 

information must undergo investigative processing according to the Department 
of Defense National Industrial Security Program Operating Manual (NISPOM), 
(http://www.dss.mil/isec/nispom.htm) and be granted eligibility for access to 
classified information prior to beginning work on the contract. 

 
The security forms may be obtained from USPTO Office of Security.  At the option of 
the government, interim access to USPTO AISs may be granted pending favorable 
completion of a pre-employment check.  Final access may be granted only on completion 
of an appropriate investigation based upon the risk level assigned to the contract . 
 
(b) Within 5 days of contract award, the Contractor shall certify in writing to the COTR 
that its employees, in performance of the contract, have completed annual IT security 
awareness training in USPTO IT Security policies, procedures, computer ethics, and best 
practices, in accordance with the USPTO Training Policy.  The COTR will inform the 
Contractor of any other available USPTO training resources. 

 
(c) Within 5 days of contract award, the Contractor shall provide the COTR with signed 
Nondisclosure Agreements as specified in Commerce Acquisition Regulation (CAR), 
1352.209-72, Restrictions Against Disclosures.  
 
(d) The Contractor shall afford USPTO, including the Office of Inspector General, access 
to the Contractor’s and subcontractor’s facilities, installations, operations, documentation, 
databases, and personnel used in performance of the contract.  Access shall be provided 
to the extent required to carry out a program of IT inspection, investigation, and audit to 
safeguard against threats and hazards to the integrity, availability, and confidentiality of 
USPTO data or to the function of computer AISs operated on behalf of USPTO, and to 
preserve evidence of computer crime.   
 
(e) The Contractor shall incorporate this clause in all subcontracts that meet the 
conditions in paragraph (a) of this clause. 
 
(NOTE:  Low Risk contracts whose duration is less than 180 days do not ordinarily 
require security processing.  However, even though the contract is short in duration, 
based on any unusual circumstances that may exist, Special Agreement Checks 
(SACs) may be requested, at the discretion of the Contracting Officer's Technical 
Representative (COTR) and/or the USPTO Security Office.) 

http://www.dss.mil/isec/nispom.htm

